|  |  |  |
| --- | --- | --- |
|  |  |  |
|  |  |  |
|  | **Annex 1:****Digital Identity Wallet Solutions****RFI Questionnaire** |  |
|  |  |  |
| Asiakirja: | Annex 1: Digital Identity Wallet Solutions RFI Questionnaire |  |
| Version: | 1.0/2025 |  |
| Date: | February 19th, 2025 |  |

Findynet osuuskunta

Annex 1: Digital Identity Wallet Solutions RFI Questionnaire

1. Features and Capabilities
	1. How is your digital identity wallet solution deployed?

*Please describe other deployment models below, after the "Other" checkbox.*

[ ]  Cloud

[ ]  On-device

[ ]  Hybrid

[ ]  Other (please specify below)

Please provide any additional information here, including specific deployment models:

* 1. If your digital identity wallet solution requires user data to be stored in the cloud, in which geographical location is the data located?

* 1. Does your solution comply with GDPR and other relevant data protection regulations?

*Please elaborate on your compliance measures.*

* 1. What recovery and device replacement mechanisms does your digital identity wallet solution provide?

*e.g., key recovery, credential recovery, backups, export/import capabilities, etc.*

* 1. How does your digital identity wallet solution prevent misuse?

*e.g., user authentication, device binding to end-users, access control lists (ACLs), behavioral analysis, etc.*

* 1. Is your digital identity wallet solution prepared to support the DIIP v3 profile?

*The DIIP v3 profile is documented in* [*https://findynet.fi/en/for-partners/technical-interoperability/*](https://findynet.fi/en/for-partners/technical-interoperability/)

*Please elaborate on the roadmap if not currently supported.*

[ ]  Yes, full support

[ ]  Partial support (please elaborate)

[ ]  No current support (please describe plans if applicable)

[ ]  Other (please specify below)

Please provide additional information on your roadmap or support plans:

* 1. What are the expected timelines and key milestones for the implementation of DIIP v3 profile in your digital identity wallet solution?

* 1. What credential exchange flows does your digital identity wallet solution support?

*Select all that apply*

[ ]  Proximity-based credential exchange

[ ]  Web-based online credential exchange

[ ]  Other (please specify below)

Please provide any additional information here.

* 1. Are you prepared to support both same-device flow and cross-device flow with OpenID4VP?

* 1. How do you take accessibility into account in your digital identity wallet solution?

* 1. Describe the onboarding process of a user.

*How do users start using the wallet? Do they need, e.g., ID documents, tokens, or external devices?*

* 1. Does your solution accommodate different authentication methods chosen by issuers and verifiers without mandating a specific method?

* 1. What is your approach to supporting multiple languages, specifically Finnish, Swedish, and English?

*Please provide previous examples of documentation or user instructions, if available.*

* 1. Is your solution available for iOS (version 17.0 and higher) and Android (version 13.0 and higher)?

* 1. Are all or some components of your digital identity wallet solution open-sourced?

*Please provide details below, after the "Other" checkbox.*

[ ]  Yes, all functionality

[ ]  Partially (please elaborate)

[ ]  No

[ ]  Other (please specify below)

Please provide any additional information here, including which components are open-sourced:

* 1. Which references do you have for your digital identity wallet solution?

*Please include the deployment stage: test, pilot, production, and relevant use cases.*

* 1. Are you prepared to support Findynet's technical interoperability profile and possible future changes until the end of 2026?

* 1. Are you willing to participate in Findynet working groups, such as the Technology Working Group, Infrastructure Working Group and potential pilot working groups as an external expert if needed?

1. Pricing, Support, and Services
	1. What is your pricing model for end users?

*Please provide details and share a price list if available.*

* 1. What types of support, professional services, and consulting do you provide?

*e.g., first-level helpdesk for end users, credential design support for issuers, technical support for verifiers, training services, etc.*

* 1. Which quality or security certifications does your organization hold?

e.g., ISO 27001, SOC 2, etc.

* 1. Are you planning to apply for EU Digital Identity Wallet certification for your wallet?

* 1. Are you prepared to provide user instructions in Finnish, Swedish, and English?

* 1. Can you provide second-level support documentation in either Finnish or English?

* 1. Can you give a price indication for implementing Findynet interoperability for your digital identity wallet solution?

1. Company Background
	1. Where is your headquarters located?

*Please list any additional office locations.*

* 1. In which year was your company founded?

* 1. What is your total number of employees?

* 1. How many employees are directly involved with the proposed digital identity wallet solution?

* 1. What are your company's sources of funding?

*e.g., venture capital, government grants, self-funded, etc.*

* 1. What was your turnover for the latest fiscal year?

*Please state the currency.*

1. Contact Information
	1. Who can we contact for further information?

|  |  |
| --- | --- |
| **Primary contact:**Name:      Role:      Phone:      Email:       | **Secondary contact:**Name:      Role:      Phone:      Email:       |

1. Additional Comments
	1. Please add any additional comments, suggestions, or information you consider relevant.

*You may also send supplementary documents and attachments to* *info@findy.fi*

* 1. Would your organization be interested in participating in future procurement processes, such as a Request for Proposals (RFP), if applicable?

*Please provide any additional comments or suggestions related to potential future engagement with Findynet.*

1. Legal Disclaimer

Participation in this RFI process does not constitute a binding offer or agreement by Findynet Cooperative. All information provided by respondents will be used solely for the purpose of evaluating potential partners for digital identity wallet solutions.

Participation in this RFI may lead to invitations for future Requests for Proposals (RFPs) or other procurement processes, but it does not guarantee participation in such processes.